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**Enterprise Premium Cloud by VMWare**

**รหัสลูกค้า 1003-xxxx**

|  |  |
| --- | --- |
| Partner Company:  Partner Name:  Partner Email:  Partner Mobile: | End User Company:  End User Name:  End User Email:  End User Mobile: |

**วิธีการเข้าใช้งานSiS Cloud Services**

|  |  |  |  |
| --- | --- | --- | --- |
| **หัวข้อ** | **คำอธิบาย** | **รหัสผู้ใช้งาน** | **รหัสผ่าน** |
| บริหารจัดการ Virtual Data center  (สร้าง/ลบ/Start/Stop/Reset/ปรับ Virtual Machine) | เข้าใช้งานผ่านvCloud Directorweb portal  HTML5: [https://vcloud1.sisthai.com/tenant/1003-xxxx](https://vcloud1.sisthai.com/tenant/1003-0616) |  |  |
| บริหารจัดการ Virtual Firewall (NSXEdge)  (สร้าง/ลบ FirewallRule/NAT, SSL VPN) | เข้าใช้งานผ่านvCloud Directorweb portal  HTML5: [https://vcloud1.sisthai.com/tenant/1003-xxxx](https://vcloud1.sisthai.com/tenant/1003-0616) |
| Public IP |  | | |

**คู่มือ และคำเตือนสำคัญ**

|  |  |  |
| --- | --- | --- |
| **คู่มือ** | **คำอธิบาย** | **ดาวน์โหลดคู่มือ** |
| บริหารจัดการ Virtual Data center | คู่มือนี้จะแสดงการใช้งาน vCloud Director(Web-based) เพื่อจัดการ Virtual Data Center ดังนี้ สร้าง/ลบ/Start/Stop/Reset VM, Create/Revert snapshot, สร้าง private catalog/Upload ISO, สร้าง virtual switch เป็นต้น  กรุณาเปลี่ยนและใช้รหัสผ่านแบบซับซ้อนเพื่อเข้าบริหารจัดการ Virtual Data Center รวมถึงระบบปฏิบัติการใน VM | [Link](https://sisabox.siscloudservices.com/index.php/s/SELCNo7f9TPtzD2) |
| บริหารจัดการ Virtual Firewall | คู่มือนี้จะแสดงการใช้งาน vCloud Director(Web-based) เพื่อจัดการ Virtual Firewall ดังนี้ สร้าง/ลบ Firewall Rule/NAT, จัดการ Load balancer/SSL VPN/IPSEC VPN เป็นต้น  ☑ แนะนำให้ใช้งาน SSL-VPN เพื่อเชื่อมต่อไปยังระบบปฏิบัติการใน VM  ⮽ Port ที่ไม่แนะนำให้เปิดสู่ public เนื่องจากโดนโจมตีได้ง่ายและส่งผลร้ายแรง คือ RDP(3389), SSH(22) เป็นต้น  ⮽ ไม่แนะนำให้ตั้งค่า Rule Firewall เป็น Accept any หรือ NAT any to any | [Link](https://sisabox.siscloudservices.com/index.php/s/5FXBRmPAM9rLXck) |
| ตรวจสอบการทำงานของ VM\* | คู่มือนี้จะแสดงวิธีการใช้งาน vRealize Operation เพื่อตรวจสอบการทำงานของ VM ในส่วนของ CPU/Memory/Disk/Network เป็นต้น ***[ลบออกหากลูกค้าไม่ได้ซื้อ VRR]*** | [Link](https://sisabox.siscloudservices.com/index.php/s/i5zEDKEqtZjckmD#pdfviewer) |
| ติดตั้ง Anti‑Virus\* | คู่มือนี้จะแสดงวิธีการติดตั้ง การติดตั้ง Trend Micro Security Endpoint (Apex One) *[ลบออกหากลูกค้าไม่ได้ซื้อ Antivirus Trend micro Apex]* | [Link](https://sisabox.siscloudservices.com/index.php/s/Bym5fFkJskRstBN) |
| \*\* หมายเหตุ ในช่วงระยะเวลา POC Virtual Machine จะไม่ได้ทำการ Backup | | |

|  |  |
| --- | --- |
| **รายละเอียดสินค้า** | **หน่วย** |
| 1003-00-001-Number of VM | 1 |
| 1003-01-001-vCPU | 2 |
| 1003-02-001-Memory per GB | 16 |
| 1003-03-003-SSD All-flash disk per GB | 100 |
| 1003-05-001-Veeam Backup Enterprise per VM | 1 |
| 1003-05-003-Dedicated Public IP per IP | 1 |
| 1003-05-004-Trend Micro Enterprise Security for Endpoints Standard per VM (Agent) | 1 |
| 1003-05-005-Monitoring & Alert: vRealize Operation Standard per VM | 1 |
| 1003-05-010-SQL Svr Standard Edition per 2 vCPU | 1 |
| 1003-05-015-Microsoft Windows Server Data Center Edition per vCPU | 2 |